
Ident it y t hef t  is when 
som ebody uses your  nam e 
and personal det ails t o st eal 
m oney f rom  you or  t o 
com m it  anot her  cr im e.

Int ernet  f raud is a cr im e in which 
som ebody t r icks som ebody else out  
of  m oney or  proper t y. Exam ples 
include t ak ing paym ent  for  it em s 
t hat  don't  exist  and websit es t hat  
st eal your  paym ent  inform at ion.

For more support and guidance on enhancing online safety in schools visit: 
www.onlinesafetyalliance.org

Tips for  avoiding online cr im e:

Ident it y 

t hef t  is t he 

fast est  grow ing 

t ype of  cr im e in 

t he UK.

Keep your  passwords secure
Change passwords regular ly, don't  m ake t hem  easy t o guess, don't  

w r it e t hem  down and don't  t el l  anybody what  t hey are!

Don't  t rust  al l m essages you receive
Beware of  em ails and ot her  m essages ask ing for  personal det ails 
or  t el l ing you t hat  you've won som et hing - t hese are of t en f rauds.

Check websit es are reliable
Before buying som et hing f rom  a websit e or  providing any of  your  

det ails, do your  research. Reviews show if  a websit e can be t rust ed.

Virus-proof  yourself
Keep your  com put er  up t o dat e w it h ant ivirus and spyware 

sof t ware t o reduce t he r isk  of  your  det ails being st olen.


